Attachment 1
Features and Functions Matrix
GSA Enterprise E-Mail and Collaboration Services

Overview
The purpose of the Features and Functions Matrix is to provide the Offeror with a tool to indicate how its proposed technical solution fulfills GSA’s mandatory requirements and the opportunity to offer extended features and functions that may provide added value and future flexibility.  The Offeror must complete the Matrix and ensure that all features and functions designated as part of its technical solution are included in its Price Proposal.

Mandatory Features and Functions (Base Managed Service Offering)

Features and functions mandated by GSA are denoted in this Matrix by the word “Yes” in the "Required?" column.  Each Offeror must address and provide all required features and functions as part of its Base Managed Service offering in its technical and price proposals.  The Offeror shall confirm in this Matrix that its solution provides the specified mandatory functionality, include a short description of the capabilities it is offering for each feature and function listed, and cross reference each feature and function to its proposal so that evaluators will clearly see how the feature or function has been fulfilled.  
The description provided for each feature or function is meant to be illustrative and give Offerors guidance for their responses, but not to limit or prescribe those responses or offered solutions.  While the feature may be required, how it is provided and the depth and breadth of the solution’s characteristics are expected to vary.   Failure to provide a required feature or function in the Base Managed Service offering will be viewed as a deficiency in the offer.

Extended Features and Functions (Base Managed Service or Additional Offerings)
The Matrix also includes non-mandatory features and functions that each Offeror may provide within the Base Managed Service or may offer (and price) as additional service offerings.  Features and functions in this category, while not required, may add value to the proposal.  The Offeror’s ability to provide extended features or functions will be considered in determining technically superior offerings and used for competitive range and source selection (best value) tradeoffs.  The Offeror shall address in this Matrix the manner in which its solution provides the extended features or functions, include a short description of the capabilities it is offering for each feature and function listed, and cross references the feature or function to its proposal so that evaluators will clearly see how the feature or function works.  The Offeror is encouraged to add additional rows to the Matrix if the Offeror’s technical solution includes additional capabilities that it believes would be of value to GSA.

Instructions for Completing the Matrix
Code Column:

Each feature or function listed in the Matrix that is a required aspect of the service (contractually mandatory for this solicitation) has already been coded with the word “Yes” in the “Required?” column of the Matrix.  Offerors shall indicate the availability of each function or feature by entering one of the following codes in the Code column cell to the right of the function or feature: 
A = Available in Base Managed Service offering.  All features and functions designated with an “A” have been included in the Base Managed Service price.
N = Not available in Base Managed Service offering, but the service can be modified by customizing the package. The offeror should annotate in the Explanation column how this will be accomplished.  If the feature is only offered in addition to the Base Managed Service, the vendor must separately provide the additional price of purchasing it in the Price Proposal volume.

F = Future feature, not yet available but planned for a future release.  Provide an explanation of how the feature will be provided and an estimated release date.
X = Exception, not available in Base Managed Service and the feature cannot be provided or is not being offered.

Explanation Column:

The Offeror should use the “Explanation” column to provide specific information about how a feature or function will be provided and, if appropriate, how the feature or function will be integrated with the Base Managed Service Offering.  The Offeror will also use the Explanation column to cross reference each feature or function to its proposal.
	
	Features and Functions Matrix

	Category
	Item Number & Title
	Description of Function
	Required?
	Code
	Explanation and Cross Reference

	Solution Wide
	1.01 Users
	The solution shall provide the ability to expand the solution to additional accounts.  Describe the process, limitations, and timeliness of expanding to additional accounts.
	Yes
	
	

	Solution Wide
	1.02 Web Interface
	The solution shall be accessible via web browsers on both PCs and mobile devices.  Identify which browsers (including mobile devices) are currently supported, any browser plug-ins required, and describe your release management procedures for future browser support.
	Yes
	
	

	Solution Wide
	1.03 Multiple Language Support
	The solution shall support UNICODE characters as well as additional languages.
	Yes
	
	

	Solution Wide
	1.04 Identity Management and Authentication
	All aspects of the solution shall be available to the user via a single sign-on process. The solution shall integrate with GSA’s LDAP-based directory services to securely authenticate and authorize users. Describe the method of directory access and security used.
	Yes
	
	

	Solution Wide
	1.05 Litigation Hold
	The solution shall include the ability, upon request, to create a repository for all data and files without affecting the ability of the individual user to manage their data or files. Effectively there is an immutable copy of the account maintained while the individual continues to function normally.
	Yes
	
	

	Solution Wide
	1.06 E-Discovery
	The solution shall include an e-discovery (search and retrieval) capability across archived and active files, which can be executed by select government employees as part of their administrator rights across all accounts.  Describe the types of data/files and the robust nature of the search capabilities that the solution can support. 
	Yes
	
	

	Solution Wide
	1.07 Records Retentions by Users
	Describe any capability the solution may have for individual users and administrators to label electronic documents for retention. Describe any capability to use e-discovery tools on retained documents and any capability to export these documents as a selected group in a recognized open data format.
	
	
	

	Solution Wide
	1.08 Restore Capability
	The solution shall provide the capability to archive and restore data.  Describe the process, limitations, data types, and timeliness of the solution’s capability.
	Yes
	
	

	Solution Wide
	1.09  Vendor 24/7 Support for Government Technical Staff
	Technical and administrative support for the solution shall be available to government technical staff on a twenty-four hour, seven day a week (24x7) basis. This should include trouble shooting service for inquiries, outages, issue resolutions, etc.
	Yes
	
	

	Solution Wide
	1.10 Migration at Termination
	The solution shall be capable of exporting data (current, archive, and litigation hold) into a recognized open data format upon termination of service.  The solution shall allow for the testing of this feature for a limited percentage of accounts on a periodic basis.  Describe the solution’s process and options and limitations for a migration including assurance of permanent deletion of all the data after migration.  
	Yes
	
	

	Solution Wide
	1.11 Data Protection
	The solution shall support separation of GSA data from other customers’ data and prevent access to GSA data by other customers of the provider’s service. Describe your solution’s mechanism for providing data protection.
	Yes
	
	

	Solution Wide
	1.12 Delegation
	The solution shall provide individuals with a capability to delegate the access and/or control of objects (such as mailboxes, calendars, schedules, contacts, tasks, etc.) to other users (i.e. office administrators).
	Yes
	
	

	Solution Wide
	1.13 Keyword Search and Confidentiality Rules
	Describe how the solution supports automated discovery of keywords or phrases and the flagging of content for protection of its confidentiality and integrity. Describe your solution’s mechanism for logging and limiting access to such content.  This item complements the capabilities described in 1.07, 1.08, 4.01, and 5.03; describe how your solution could support an integration of these capabilities (such as rule-based access control of sensitive content identified by keywords).
	
	
	

	Solution Wide

	Solution Wide
	1.14 VoIP
	The solution shall interoperate with GSA’s existing Voice over Internet Protocol (VoIP) service (Cisco Unified Connections Manager 7.1.3) and provide fully unified messaging of voice and email messages within the email environment.  Provide a description of how this is accomplished.
	Yes
	
	

	Solution Wide
	1.15 Extended Offerings
	Describe what other capabilities you offer that might work in conjunction with or replace services such as Cisco MeetingPlace 7.0, Cisco Unified Presence Server 7.0.6, Cicso IP Communicator 7.0.3, Cisco Unified Personal Communicator 7.0.2, and Cisco Unified Communications Manager 7.1.3.
	
	
	

	Solution Wide
	1.16 Instant Messaging
	The solution shall provide users with the capability   to communicate securely over instant messaging to internal and external users, provides an online-presence indicator, and/or provides a status message capability.  This capability shall be available from PCs, Blackberrys, and other mobile devices.
	Yes
	
	

	Solution Wide
	 1.17 Web Conferencing
	If the solution provides Web Conferencing capabilities, state if it supports both internal (GSA) and external entities.  Detail what support it provides in areas such as shared facilities, polling, recording, archiving, and any integration with media or devices. Describe any limitations (due to bandwidth, codecs, and interoperability issues) and security considerations.
	
	
	

	Solution Wide
	1.18 Additional Smart Phone  Support
	Name any smart phone operating system in addition to Blackberry (for example: Apple iPhone or Google Android) that the solution supports and describe how it is deployed. Describe any limitations in integration (such as pushing data, syncing, presence, attachments, and security).
	
	
	

	Solution Wide
	1.19 Attachments
	The solution shall support opening of attachments from within Email using the appropriate application for the document type. Describe the types of documents you accommodate. 
	Yes
	
	

	Solution Wide
	1.20 Resiliency
	The solution shall be available from multiple sites to ensure ongoing operational viability if one or more of the vendor’s hosting facilities is offline.
	Yes
	
	

	Solution Wide
	1.21 Network Access
	The solution shall be accessible via multiple ISP to prevent performance degradation or outage if one or more ISPs’ service is unavailable.  Describe the interconnectivity architecture employed to ensure ongoing connectivity to the internet independent of a single ISP or “last mile” Telco provider.
	
	
	

	Solution Wide
	1.22 Multiple Domains
	The solution shall support and allow for the use of multiple domains.
	Yes
	
	

	
	
	Email
	
	
	

	Email
	2.01  Archiving
	The solution shall provide the capability to archive user accounts and shared mailboxes.
	Yes
	
	

	Email
	2.02 Blackberry Interface
	The solution shall have a Federal Information Processing Standard (FIPS) 140-2 compliant synchronization interface to the GSA BlackBerry Enterprise Server (BES) to support the synchronization of emails, calendars, contacts, journals, folders, memos, etc.  Describe the documents your solution supports and any limitations in integrating BES services.
	Yes
	
	

	Email
	2.03 Blackberry Account Expansion
	Describe the process, limitations, and timeliness of expanding support to additional accounts.
	
	
	

	Email
	2.04 Shared Mailboxes
	The solution shall support shared mailboxes. Describe how your solution can provide authenticated access to shared mailboxes.  
	Yes
	
	

	Email
	2.05 Mailing Lists
	The solution shall provide the ability to establish and maintain mailing lists of internal and external email addresses.  Describe this functionality, including any capability for a list to contain other mailing lists (nested lists).  Describe any capabilities or limitations for the maintenance of lists and the means by which these lists can be administered and delegated to users not holding system administration privileges.
	Yes
	
	

	Email
	2.06 Individual Contact Management
	The solution shall provide the ability for users to add/delete/update Contact records and Contact information contained within those records.  This capability shall synchronize with mobile accounts.
	Yes
	
	

	Email
	2.07 Calendar
	The solution shall provide integrated calendar functionality.  Describe the features the solution supports (such as appointment and meeting scheduling, updating, meeting notification, sharing calendars, etc.)  This capability shall synchronize with mobile accounts.
	Yes
	
	

	Email
	2.08 Email Operations
	Describe how the email solution reacts when a user has exceeded the assigned storage limits for their mailbox and how this can be managed by users with administrative privileges
	
	
	

	Email
	2.09 GSA Global Address List
	The solution shall allow users to find other GSA accounts, contact information, and shared mailing lists within the enterprise.
	Yes
	
	

	Email
	2.10 Data Migration 
Capability
	The solution shall include the importing of existing email accounts (user id creation and transfer of calendar and contact information) from the existing system.  The solution must also include the transfer of current litigation hold archives (now in CommonStore) and be capable of transferring current and other archived email data to the target system. See Attachment 9, 9.1.1.4 of the solicitation for clarification on this item.
	Yes
	
	

	Email
	2.11 Out of Office
	The solution allows users to create Out of Office notifications/replies. Describe the interval in which the out of office notification is sent.
	Yes
	
	

	Email
	2.12 Resource Scheduling
	The solution shall provide a capability for users to schedule resources (such as conference rooms, phone and web conference slots, communications equipment, etc.)
	Yes
	
	

	Email
	2.13 Offline Capability
	The solution shall support offline capabilities through connection aware web interfaces and/or non-web based clients. Describe any capability the solution may offer for offline activities (reading, writing, and storing). Describe the solution’s capability to support objects (such as email, calendar, contact list, task, and/or other features) in this mode.  Describe access and Applications Program Interface (API) and protocol support (such as POP3 [Post Office Protocol], IMAP4 [Internet Message Access Protocol] SOAP, and SMTP [Simple Mail Transfer Protocol]).
	Yes
	
	

	Email
	2.14  Individual Management of Email Traffic
	The solution shall provide the capability for individual users of the email solution to set up rules for filtering (blocking), forwarding, or diverting email traffic into managed objects/locations.  Describe any capability to automate email management actions based on message characteristics.
	Yes
	
	

	Email
	2.15 Alias Support
	Describe the functionality and capability associated with using account alias names.
	
	
	

	Email
	2.16 Facsimile Support
	Describe the solution’s ability to scan or fax to and from email.
	
	
	

	
	
	Collaboration
	
	
	

	Collaboration
	3.01 Shared Document Repositories
	The solution shall provide the capability for users to share and collaborate on documents with internal users and authenticated external customers.  The solution shall show awareness for the presence of others users.  Describe the kinds of documents and formats your collaboration solution can share.
	Yes
	
	

	Collaboration
	3.02 Version Control
	Describe the solution’s ability to maintain version control (what has changed, who has changed it, and when it was changed.)
	
	
	

	Collaboration
	3.03 Unified Messaging
	Describe any capability the solution provides for a single interface to all the collaboration tools such as email, SMS [Short Message Service], facsimiles, instant messaging, etc.
	
	
	 

	Collaboration
	3.04  Archiving
	Describe the types of data or files that can be archived in your solution both internal and external to the solution.
	
	
	

	Collaboration
	3.05  Calendars
	Describe any calendar features that your solution offers in the collaborative offering (such as viewing or sharing calendars with external users.
	
	
	

	Collaboration
	3.06  Monitoring
	The solution shall provide an ability to monitor collaboration activity.  Describe any monitoring capability (such as RDF, RSS, ATOM, Email, trackback, commenting) that your solution offers in the collaborative applications (such as blog, wiki, or data collaboration).
	Yes
	
	

	  
	
	Administrative
	
	
	

	Administrative
	4.01 Administrative Filtering by GSA
	The solution shall provide a capability to government administrators to define and implement filtering, in order to strip unwanted/prohibited types of attachments, types of email, or embedded code.   This functionality should be available to GSA administrative personnel and should be in addition to that normally administered by the Contractor (such a spam filtering). (See Item 5.03, below.)
	Yes
	
	

	Administrative
	4.02 Web Based Administration
	While the majority of system administration is anticipated to be a function of the Contractor, the solution shall provide some administrative functions to GSA via a Web Interface.  Please describe the functions that will be available to GSA personnel.  These might include provisioning/de-provisioning of users, account creation, alias and mailing list creation/management, mailbox and email size constraints, end-user feature management, etc.   
	Yes
	
	

	Administrative
	4.03 Management of Accounts
	The solution shall provide the capability to integrate with Active Directory.  Describe the solution’s capabilities related to Active Directory and the processes and procedures offered to manage user accounts.  The solution shall allow for the disablement or deletion of a user account.
	Yes
	
	

	Administrative
	4.04 Web-based  SLA and Performance Monitoring
	The solution shall provide real time, historical performance, and Service Level Agreement (SLA) monitoring capabilities and automated reporting of SLA failures.  Describe the performance monitoring functionality provided by the solution.
	Yes
	
	

	Administrative
	4.05 Software Releases
	The solution shall be kept current throughout the performance period.  Describe the solution’s approach to updates, patches, and maintenance, as well as, options for administrative control in determining when or if software releases are automatically performed. Describe the solution’s notification policy and methodology.  
	Yes
	
	

	
	
	Security
	
	
	

	Security
	5.01 PKI Integration
	The solution shall support authentication using either username/password or the GSA’s Entrust Public Key Infrastructure (PKI).  It is envisioned that eventually all users will authenticate with the Entrust PKI. Furthermore, encryption and digital signatures shall be supported by the existing GSA Entrust PKI.  Describe your solution’s level of integration with PKI and what other mechanism are employed to provide protection of the data’s confidentiality, integrity, availability, as well as providing authentication and non-repudiation.
	Yes
	
	  

	Security
	5.02 Web Access & SSL
	Web access shall be over Secure Sockets Layer (SSL)/Transport Layer Security (TLS) session supporting FIPS 140-2 encryption.  The solution shall provide the capability for all traffic to be over a SSL/TLS session supporting FIPS 140-2 encryption. 
	Yes
	
	

	Security
	5.03 Message Security
	The email solution shall support various forms of message security.  Describe the solution’s capabilities for providing and reporting the events of security measures such as: spam filtering, anti-virus/anti-malware protection, Anti-phishing, screening outbound messages, limiting auto-forwarding, etc.)  These kinds of message security functions should be part of the normal operation conducted by the Contractor.
	Yes
	
	

	Security
	5.04 Assured Deletion
	The solution shall support the ability to permanently remove an email or document from all internal accounts and from the service provider’s systems. Describe how the solution will permanently remove data from the service provider’s systems.
	Yes
	
	

	
	
	Additional Integrated Services
	
	
	

	
	6.0  Additional Integrated Services
	The Offeror should describe any additional integrated services provided by its solution in additional, numbered rows.
	
	
	


Source Selection Information (See FAR 3.104) 
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