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[bookmark: _Toc181513463][bookmark: _Toc407714417]Executive Summary

The General Services Administration (GSA) has a formal, integrated capital planning and investment control (CPIC) process. The federal approach to CPIC for information technology (IT) is the select-control-evaluate model championed by the Office of Management and Budget (OMB), Government Accountability Office (GAO), and industry experts since the early 1990s.[footnoteRef:1] At GSA, these three CPIC phases, select-control-evaluate, are designed to ensure that sound investment decisions are made throughout the investment life cycle to continually support and manage GSA’s IT assets.  [1:  U.S. Government Accountability Office, Executive Guide: Improving Mission Performance Through Strategic Information Management and Technology, GAO/AIMD-94-115, May 1994.] 


Recognizing both the importance of IT investments to the organization and its role in supporting their success, GSA’s Office of Information Technology (GSA IT) is engaged in an ongoing effort to establish, maintain, and actively support the IT investment analysis and decision-making environment. This environment consists of three key components: a repeatable process, supporting tools, and executive decision makers:
· Process. CPIC is a key process for selecting, controlling, and evaluating the status of GSA’s major investments. It provides the data necessary to make informed decisions on the IT investments in which GSA should invest and to create and analyze the associated rationale for these investments. The GSA IT Portfolio Management Team (PfM) has the lead in this effort and coordinates activities with all internal and external stakeholders. 
· Tools. The primary tool for IT portfolio and investment management is the Electronic Capital Planning and Investment Control (eCPIC) tool. This web-based tool supports GSA investment decision making and IT investment submissions to OMB. PfM ensures the tool is maintained and fully functional.
· Executive decision makers. Decision making involves a two-tiered executive review process: the higher board is the Investment Review Board (IRB), under which are the business IT boards. Both oversee the process and are primary stakeholders in GSA IT portfolio management. 





		i
[bookmark: _Toc407714418]Chapter 1—Introduction
[bookmark: _Toc181513465][bookmark: _Toc407714419]1.1 Purpose 
This guide defines the General Services Administration’s (GSA’s) capital planning and investment control (CPIC) process, giving staff members practical information to better understand GSA information technology (IT) planning and meeting Office of Management and Budget (OMB) requirements. GSA Order 5440.651 ADM, “Changes in the GSA Office of the Chief Information Officer,” gives the GSA Chief Information Officer (CIO) authority over all agency IT, including the consolidated GSA IT budget. The guide also serves as the framework within which GSA can formulate, justify, manage, and maintain a portfolio of IT investments. 
The guide describes GSA’s IT CPIC process as envisioned in the Clinger-Cohen Act (CCA) of 1996, OMB Circular A-130, “Management of Federal Information Resources,” and other related guidance and regulations. It will be updated periodically to incorporate best practices and changes in GSA, legislative, and OMB guidelines.
[bookmark: _Toc181513466][bookmark: _Toc407714420]1.2 CPIC Overview 
This CPIC guide identifies the processes and activities necessary to ensure that GSA’s IT investments are thoughtful and cost-effective, and support its mission and business goals. Figure 1 shows the CPIC process phases. 
[image: ]
[bookmark: _Toc404403349][bookmark: _Toc407714484]Figure 1. GSA CPIC Process Overview

· Select Phase. As a part of the Select Phase, business lines, chief executive office (CXO) representatives, and GSA IT examine, evaluate, and select investments through an objective process before submittal to GSA’s governance councils. Included in this governance process is the business IT boards, the Investment Review Board (IRB) and the Enterprise IT Board (EITB) for an enterprise-wide select review. GSA requires the development of a business case for all proposed major IT investments as part of its Select Phase. The business case is an internal agency document justifying the funding request for each major IT investment for the year. The governance boards select IT investments that best support the GSA mission.
· Control Phase. The GSA IT Portfolio Management Team (PfM) tracks the progress of all major IT investments against the planned results. All major IT investments are required to submit a monthly report. The monthly control report takes a comprehensive look at all earned value management (EVM), performance measures, contractor oversight/ vendor management, and risks for each major investment and assists the Agency in monitoring the health of the investments within the GSA IT portfolio. This information feeds into the CIO ratings and is used to populate the OMB IT dashboard.
· Evaluate Phase. Evaluations are conducted as needed. When a system or investment has been implemented and becomes operational (or when a major functionality rolls out), it triggers an evaluation, where actual results are compared with planned results to assess investment performance and inform future investment decisions.
All the phases are structured similarly, using a set of common elements. These common elements provide a consistent, predictable flow and coordination of activities in each phase. The inputs into the CPIC process are 
· Electronic Capital Planning and Investment Control (eCPIC) system data input,
· the budget process,
· portfolio mappings,
· contractor oversight/vendor management 
· enterprise architecture (EA) analysis,
· agency and IT strategic plans,
· legislation and guidance, and
· project management activities and data.
The outputs of the CPIC process are 
· an approved IT portfolio,
· a view of the health of major IT investments,
· lessons learned on project implementation, and
· improved analysis of the portfolio.
[bookmark: _Toc407714421]1.3 Legislative Background and Associated Guidance
Various legislation and regulations drive GSA CPIC implementation. Many legislative reforms emphasize the need for federal agencies to significantly improve how they plan, select, fund, control, and evaluate IT investments. 
These federal and agency-level directives include the following (Appendix A describes these directives): 
· The Clinger-Cohen Act (CCA)
· The Chief Financial Officers Act (CFOA) of 1990
· The Government Performance and Results Modernization Act of 2010 (GPRA)
· The Federal Acquisition Streamlining Act of 1994 (FASA)
· The Paperwork Reduction Act of 1995 (PRA)
· The Government Paperwork Elimination Act of 1998 (GPEA)
· The Federal Information Security Management Act (FISMA)
· The E-Government Act of 2002
· The OMB Circular A-11, Part 2: Preparation and Submission of Strategic Plans
· The OMB Circular A-11, Part 3: Planning, Budgeting, and Acquisition of Fixed Assets
· The OMB Circular A-130 Management of Federal Information Resources
· Executive Order 13011 Federal Information Technology
· GSA IT CPIC Order: CIO 2135.2B GSA Information Technology (IT) Capital Planning and Investment Control.
This guide is based on the IT aspects of these laws and focuses on the CCA requirements for a structured CPIC process to systemically maximize the benefits of IT investments. The CCA states the following:
· “The head of each executive agency shall design and implement in the executive agency a process for maximizing the value, and assessing and managing the risks, of the information technology acquisitions of the executive agency.”
·  “The process of an executive agency shall: 
1. Provide for the selection of investments in information technology to be made by the executive agency, the management of those investments, and the evaluation of the results of those investments; 
2. Be integrated with the processes for making budget, financial, and program management decisions in the executive agency;
3. Include minimum criteria to be applied in considering whether to undertake a particular investment in information systems, including criteria related to the quantitatively expressed projected net, risk adjusted return on investment and specific quantitative and qualitative criteria for comparing and prioritizing alternative information systems investment projects;
4. Identify information systems investments that would result in shared benefits or costs for other federal agencies of state or local governments;
5. Identify quantifiable measurements for determining the net benefits and risks of a proposed investment; and,
6. Provide the means for senior management personnel of the executive agency to obtain timely information regarding the progress of an investment in an information system, including a system of milestones for measuring progress, on an independently verifiable basis, in terms of cost, capability of the system to meet specified requirements, timeliness, and quality.”
These legislative and regulatory drivers establish a foundation for building and maturing the CPIC process GSA-wide.




[bookmark: _Toc78270274][bookmark: _Toc78609084][bookmark: _Toc115825116]
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[bookmark: _Toc181513467][bookmark: _Toc407714422]Chapter 2—Guide Format
[bookmark: _Toc407714423][bookmark: _Toc115825117]2.1 Common Elements
In the dynamic CPIC process, proposed and ongoing investments are continuously monitored throughout their life cycles. They are evaluated to assess portfolio performance, their impact on future proposals and to benefit from any lessons learned. As noted, the CPIC process consists of three phases: Select, Control, and Evaluate (Figure 2). 
 [image: ]
[bookmark: _Toc404403350][bookmark: _Toc407714485]Figure 2. GSA CPIC Process

This guide describes these phases using the following common elements:
· Purpose. The phase objective.
· Scope. The type of investments and decisions on which the phase focuses. 
· Portfolio management. Efforts to manage the IT portfolio.
· Entry criteria. The requirements and thresholds for entering the phase.
· Process. The type of justification, planning, and review during the phase.
· Exit criteria. The actions necessary to proceed to the next phase.
These phases are additive and iterative: each builds on the documentation, analyses, and results of prior phases. Incomplete information in any phase hinders subsequent analysis and decision making.
[bookmark: _Toc407714424]2.2 CPIC Contact Information
The GSA IT PfM supports and maintains the CPIC process. For further information on this guide or the CPIC process, please contact your CPIC liaison.




[bookmark: _Toc181513468][bookmark: _Toc407714425][bookmark: _Toc78609087][bookmark: _Toc115825119][bookmark: _Toc78270277]Chapter 3—Governance
[bookmark: _Toc407714426]3.1 Governance and Investment Principles
[bookmark: _Toc78270280][bookmark: _Toc78609090][bookmark: _Toc115825122]Enterprise IT governance provides the framework for the decision making and accountability required to ensure IT investments efficiently and effectively meet agency strategic and business objectives. GSA has established a two-step review process for executive oversight of its IT investment planning, which includes the IRB and portfolio-specific business IT boards: the Federal Acquisition Service (FAS), Enterprise, and Public Buildings Service (PBS) IT Boards. In addition, each IT board has the authority to establish supporting business requirement groups (BRGs), as required, to help identify, report, and track requirements for their respective areas. 
Figure 3 shows the enterprise IT governance model.

[bookmark: _Toc404403351][bookmark: _Toc407714486]Figure 3. IT Governance Model
IRB. The IRB, in conjunction with the GSA CIO and Chief Financial Officer (CFO), has direct authority over the consolidated agency IT budget, ensuring the IT portfolio aligns with the agency strategic goals, mission, and priorities. The IRB is a business-focused board that oversees GSA’s IT portfolio from an enterprise-wide perspective. The IRB assesses the IT portfolio and approves strategies that support mission and business effectiveness to remove impediments to the delivery of IT solutions. 

FAS IT Board. The FAS IT Board evaluates and prioritizes acquisition, supply chain, and transportation investments financed through the Acquisition Services Fund (ASF). The FAS IT Board supports IRB decision making by prioritizing and recommending FAS IT investment requests and managing and reporting on the FAS IT portfolio budget allocations approved by the IRB. It complements and works in conjunction with the FAS Leadership Council.

Enterprise IT Board. The Enterprise IT Board (EITB) reviews, selects, and prioritizes enterprise and CXO investments within the working capital fund (WCF).

PBS IT Board. The PBS IT Board (formerly, the PBS Executive Board) evaluates and prioritizes workspace investments financed through the Federal Building Fund (FBF). It supports the IRB decision making by prioritizing and recommending PBS IT investment requests and managing and reporting on the PBS IT portfolio budget allocations approved by the IRB.
[bookmark: _Toc407714427]3.2 Roles and Responsibilities 

All IT requests go through the governance approval process, which has established enterprise IT governance thresholds:
· Requests under $500,000 are approved through the portfolio BRGs—the lowest level of governance.
· Requests between $500,000 and $5 million are approved through the business IT boards (FAS, EITB, or PBS).
· Requests above $5 million, or enterprise investments above $2.5 million, require IRB approval.

Table 1 shows the roles these groups have in each phase of the CPIC process. 

[bookmark: _Toc404403312][bookmark: _Toc407714489]Table 1. CPIC Process and Governance Roles
	CPIC Process Phases
	Governance Role

	Select
	In alignment with the IT budget formulation processes, the governance boards review, select, and prioritize IT investments to ensure they meet business needs. Investments approved through governance in this phase are then developed into agency IT portfolio summary/major IT business cases for submission in the eCPIC tool. 


	Control
	The PfM team identifies high-risk investments from data collected monthly (including EVM performance data). High-risk investments, or those in need of executive attention, are presented to the appropriate IT governance board (IRB or IT boards, depending on the dollar threshold or risk criteria). 


	Evaluate
	The enterprise IT governance bodies review select investments periodically to assess whether the investments are performing adequately against the organization’s commitments and objectives.


	


[bookmark: _Toc10364222][bookmark: _Toc10364306][bookmark: _Toc163899816]GSA IT. GSA IT plays a key role in the execution of the CPIC process. GSA IT does the following:
· Ensures the development of IT investments that support the GSA strategic plan and its missions, goals, strategies, and priorities.
· Ensures agency and government-wide guidance and training are provided to assist Service and Staff Offices (SSOs) in their implementation and documentation of the IT CPIC processes.
· Helps SSOs execute the CPIC processes and review investments and processes.
· Prepares and updates the Select, Control, Evaluate Guide, detailing guidelines and procedures for implementing IT capital planning.
· Appoints GSA IT analysts to participate in SSO BRGs and helps each SSO develop CPIC submissions and monitor and evaluate its investments.
· Helps each SSO develop submissions to the IT capital plan.
· Furnishes assistance and training to SSOs to complete and document CPIC and life cycle management processes and analyses.
· Coordinates guidance to address the requirements of OMB Circular A-11, including the agency IT portfolio summary and major IT business case.
· Ensures compliance with appropriate GSA orders and handbooks.
· Develops and publishes IT plans, including the GSA IT strategic, capital, and operational plans. Notifies the SSOs and regions when plans are published and makes approved plans available electronically.
· Ensures that the CPIC, EA, IT security, enterprise engineering, and program management processes are properly synchronized and linked.

[bookmark: _Toc10364223][bookmark: _Toc10364307][bookmark: _Toc163899817][bookmark: _Toc10364224][bookmark: _Toc10364308][bookmark: _Toc163899818]Office of the Chief Financial Officer (OCFO). The CFO Act provides for the agency CFO to oversee all financial management activities relating to agency programs and operations and to develop and maintain integrated agency accounting and financial management systems, including financial reporting and internal controls. The OCFO plays an important role in the CPIC process. The OCFO does the following:
· Coordinates guidance to address requirements of OMB Circular A-11, including the agency IT portfolio summary and IT business cases for major investments.
· Works with GSA IT to ensure that budgetary figures are consistent with the agency budget submission.
· Ensures compliance with the CFO Act and Federal Managers Financial Integrity Act (FMFIA).

SSOs. The SSOs execute the CPIC process day to day. Each SSO does the following:
· Implements the IT CPIC process at the SSO level. 
· Develops IT capital planning submissions in conformance with the GSA strategic plan, SSO performance plan, and GSA IT strategic plan goals and objectives and the Select, Control, Evaluate Guide.
· Coordinates CPIC activities with the regions to ensure effective planning and delivery of business systems. 
· Develops IT performance goals and measures for its IT investments that support its business and mission and that are consistent with the goals of the GSA and IT strategic plans and the SSO performance plan. Uses performance measures to track expected investment benefits.
· Manages IT investments and activities to ensure progress as scheduled with the resources planned to realize expected benefits.
· Performs and documents the requisite analyses in the life cycle phase of the investment or acquisition and provides required life cycle and acquisition management documentation to GSA IT. 


Program or Project Manager (PM). The PM manages completion of the IT investment. The PM also tracks the project plan against the baselines and furnishes the updated cost, schedule, and performance information required to support CPIC decision making throughout the life cycle. Other responsibilities of the PM are as follows:  
· Submits all reports in a timely manner. 
· Ensures all projects (regardless of whether they use modular development principles) produce usable functionality at intervals of no more than 6 months (projects are encouraged to use modular development principles).
· Obtains the Federal Acquisition Certification for Program and Project Managers (FAC-P/PM) to stay current with project management processes and understand acquisition practices (see Appendix B Federal Acquisition Certification for Program and Project Managers). 
· Obtains senior level (level 3) FAC-P/PM certification to lead or manage major IT investments.



[bookmark: _Toc78609103][bookmark: _Toc115825132][bookmark: _Toc181513469][bookmark: _Toc407714428]Chapter 4—Select Phase 
[bookmark: _Toc78609104][bookmark: _Toc115825133][bookmark: _Toc181513470][bookmark: _Toc407714429]4.1 Purpose 
[bookmark: _Toc181513471]Select is the process by which new and existing non-major and major IT investments are annually screened, evaluated, and selected for inclusion in the GSA IT portfolio. In the Select Phase, GSA ensures that only the IT investments that best support the mission, business objectives, and EA approach and that are prepared for success (having a project manager who satisfies all training and experience criteria, analyzing risks, etc.) are chosen. The process supports compilation of a portfolio of technically and financially sound investments that best align with GSA’s mission, strategy, and other indicators. 
The Select process establishes a framework for investments to be selected in an objective, consistent manner and reviewed at the appropriate level of authority. The SSOs and the IT governance boards, each, systematically evaluate each investment using objective criteria and metrics and compare it with other investments. In this phase, the strategic mission, business, and technological needs of GSA converge and, through the operations of IT governance, a slate of investments is advanced for inclusion in the annual budget submission.
[bookmark: _Toc407714430][bookmark: _Toc78609105][bookmark: _Toc115825134]4.2 Scope
The Select process applies to both new and existing non-major and major IT investments seeking funding in the upcoming budget year. GSA uses a zero-based budgeting (ZBB) approach for funding IT requirements (Appendix C describes this process). The following characteristics distinguish major IT investments from non-major investments
A major IT investment meets at least one of the following criteria:  
· Requires special management attention because of the investment’s importance to the agency mission.
· Served as a major investment in the previous year and is continuing.
· Is for a financial system and spends more than $500,000 annually.
· Is an integral part of the agency’s modernization blueprint (the EA target vision).
· Has significant program or policy implications.
· Has high-level executive visibility.
· Is defined as major by the GSA IT CPIC process.
Investments that do not meet at least one of these criteria are considered “non-major” investments and do not need to be supported by the creation of a business case.
[bookmark: _Toc115825135][bookmark: _Toc181513472][bookmark: _Toc407714431]4.3 Portfolio Management
To support GSA’s portfolio management efforts, consideration is given to whether an existing IT capability in GSA’s IT portfolio can satisfy the identified business or mission area need. New and existing major IT investments are also reviewed in the context of the entire portfolio, including value and risk to the agency.
[bookmark: _Toc407714432]4.4 Entry Criteria
All new and existing IT investments are reviewed during the Select Phase. A key artifact in the review of existing investments is the Operational Analysis (OA). An OA review provides information on the health of existing investments through the use of a guided analysis, using a format prescribed by OMB. The OA is a required artifact for all IT steady state or mixed state major IT investments.
For all new investments, requesters must complete a business case. The business case is prescribed by the GSA OCFO and guidelines for its preparation are included as a part of the annual budget preparation guidance issued by the OCFO. 
Investment sponsors, PMs, and other stakeholders must also evaluate legacy systems and applications within IT investments, or proposed new systems and applications, for suitability of migration to, or selection of, a cloud-based solution. (Appendix D contains an explanation of the cloud selection criteria). A system or application is a candidate for a cloud-based solution if it meets three core criteria:
· Creating business value. Improves time to market, provides a reasonable return on investment (ROI), fulfills critical business needs, and offers cost savings. 
· Minimizing risk. Ensures risks posed by various factors are within acceptable limits. 
· Offering a good technology fit. Core components and functionality are supported in current cloud-based offerings and migration is not overly complex and allows for minimal service disruption.
[bookmark: _Toc181513474][bookmark: _Toc407714433][bookmark: _Toc115825137]4.5 Process
The CPIC Select process is divided into two general processes: (1) selecting the investments for inclusion in the budget submission and (2) OMB budget submission. At this stage, IT governance, portfolio management, budget, and enterprise architecture work in concert to assure the completeness and quality of data. GSA IT prepares an agency-wide documentation package that includes summary data of all business cases and portfolio summary views for executive review. 

On the basis of the planning documentation and recommendation from IT governance, the agency’s leaders approve, disapprove, terminate, or re-prioritize allocation of funds or the submission of IT investments
[bookmark: _Toc181513473][bookmark: _Toc407714434]4.5.1 Investment Selection
During the Select Phase, investment sponsors, PMs, and other stakeholders review existing investments in their IT portfolio. They also examine, document, and prepare new investments for governance review. Guidelines for how to prepare a new investment for governance review may be obtained from the Enterprise Governance Support Team. New investments are promoted through their respective governance review boards for assessments and recommendations. At this juncture, new investments are identified that should continue into the agency-wide review by the IRB. The IRB evaluates each proposed new investment on the basis of strategic alignment, high-level business need justification, determination that an investment is not a duplicate or redundant investment, and other indicators. The IRB will make the final determination and recommendation to include a new investment in the annual budget submission.
[bookmark: _Toc181513483][bookmark: _Toc407714435][bookmark: _Toc181513475]4.5.2 OMB Budget Submission
The second phase of the GSA Select process is preparing the overall IT portfolio, including major and non-major IT investments, for submission to OMB. During the OMB budget submission process, recommendations based on input from the ZBB process, business lines, and the governance boards are used to prepare or update budget documentation, including the major IT business cases and the agency IT portfolio summary in eCPIC. The major IT business cases are required documentation for OMB that are used to justify funding major IT investments. Once the major IT business case has been prepared, PfM reviews it to ensure full compliance with all regulatory boards. The agency also submits the entire IT budget, including major and non-major IT investments, by submitting the agency IT portfolio summary to OMB. GSA IT offers training and guidance for major and non-major investments and issues data calls for draft and final submission of the major IT business case and agency IT portfolio summary to OMB.

[bookmark: _Toc404403313][bookmark: _Toc407714490]Table 2. Annual IT Portfolio Selection Schedule*
	Tasks
	Dates

	Kickoff 
	February

	Business case due to GSA IT for quality review and analysis
	April

	Governance boards meeting for portfolio selection 
	June/July

	Commencement of major IT business case creation and non-major investments
	June

	Draft of agency IT portfolio summary due to OMB 
	August

	Draft of major IT business cases due for internal GSA review
	September

	Budget submission to OMB (agency IT portfolio summary and major IT business case)
	September

	* This schedule is subject to change as it is mapped to annual OMB guidance. 

	


[bookmark: _Toc407714436]4.6 Exit Criteria

[bookmark: _Toc78609111][bookmark: _Toc115825139][bookmark: _Toc181513476]At this point in the Select Phase, all investment reviews have been completed, findings documented, artifacts prepared, governance approvals and recommendations provided, and Agency executive concurrence obtained for inclusion of all existing and new investments in GSA’s IT portfolio with the Agency annual budget submission. The final IT portfolio is submitted to OMB in September of each fiscal year in accordance with OMB Circular A-11 guidance.

[bookmark: _Toc181513485][bookmark: _Toc407714437][bookmark: _Toc78609112][bookmark: _Toc115825140]Chapter 5—Control Phase 
[bookmark: _Toc181513486][bookmark: _Toc407714438]5.1 Purpose  
In the Control Phase, the PfM will manage investments—through timely oversight, quality control, and executive review—in a disciplined and consistent manner. The Control Phase is characterized by the scheduling of monthly control reviews by GSA IT. These reviews ensure that projected benefits are realized; cost, schedule, and performance goals are met; risks are minimized and managed; and the investment continues to meet strategic needs. These reviews promote the delivery of quality products and result in investments that are completed within scope, on time, and within budget and are adequately meeting planned performance goals. 
[bookmark: _Toc115825141][bookmark: _Toc181513487][bookmark: _Toc407714439]5.2 Scope
The Control Phase applies to all major IT investments and includes indicators related to cost and schedule variance, risk, and performance measurement, which are reviewed monthly. When necessary, PfM works with the investment PMs to create corrective action plans to remedy any variances in performance outside acceptable thresholds. 
[bookmark: _Toc115825142][bookmark: _Toc407714440]5.3 Portfolio Management 
In addition to evaluating the individual IT investments, GSA IT analyzes the 3-month trend as part of the monthly control review. GSA IT will present these trends to the governance boards, which may choose to take further action if necessary. 
[bookmark: _Toc115825143][bookmark: _Toc181513488][bookmark: _Toc407714441]5.4 Entry Criteria
All major IT investments go through the Control Phase monthly. 
[bookmark: _Toc78609115][bookmark: _Toc115825144][bookmark: _Toc181513489][bookmark: _Toc407714442]5.5 Process

GSA has a two-part approach to its Control Phase. First, GSA requires monthly EVM/financial reporting for major IT investments. This monthly process provides information on cost and schedule variance, as related to an investment’s reported milestones in its approved baseline. GSA IT collects data monthly to compare how well investments are accomplishing their milestones against planned costs and schedules. PMs work with GSA IT and the SSO staff to update investment control data each month using eCPIC and other templates as needed to reflect these data elements. Other key indicators reviewed monthly are the status of the investment performance measures, contractor oversight/vendor management and risk indicators. Second, GSA implements a pulse check of the status of its major IT investments as needed. The additional data elements in the pulse check are determined by actions recommended by the IRB or approved by the business IT boards. PfM coordinates all activities in this process. 

To evaluate the performance of IT investments, the GSA Control Phase process analyzes the following:
· Cost variance
· Schedule variance
· Performance measurement
· Contractor oversight/vendor management
· Risk management
· Project management.

Regular updates on investment performance and status enhance the ability of key stakeholders to ensure that an investment is progressing toward the goals and objectives established in its business case. 

Control reviews assist GSA IT by:
· Reinforcing an enterprise perspective through major investment information sharing among senior leaders in GSA’s SSOs,
· Highlighting the progress toward meeting the goals and objectives established in the investment’s business case and the level of success achieved,
· Identifying problems and issues to senior leadership before they become serious and threaten the overall success of investments, and
· Establishing a structured process to give senior management timely and accurate investment performance information that enhances decision-making capabilities.

PfM reviews the investments’ control review information monthly. It reviews the data with the CIO in a briefing that consolidates the results at a portfolio level and then submits them to the IT dashboard. Next, PfM reviews the status of the entire portfolio as it will appear on the IT dashboard. After reviewing the control information, it works with the SSOs and PMs to develop recommendations on investments and propose corrective actions as necessary. The governance boards also have access to monthly control data and provide guidance and recommendations as needed. 
Also, the governance boards may identify and request select investments to present their data at future governance board meetings. These select presentations can add value by enhancing the transparency of critical issues for executive decision makers and key stakeholders.

The governance board has the opportunity to review the control review summary and IT portfolio recommendations. From its review, the governance boards request actions and provide final recommendations as necessary. They are responsible for the final agency decisions regarding the IT investments and for obtaining the approval or concurrence of the GSA Administrator when necessary. 
[bookmark: _Toc181513490][bookmark: _Toc407714443]5.6 Exit Criteria
Because all major IT investments must go through the Control Phase monthly, they do not technically exit the Control Phase until they are terminated. 


[bookmark: _Toc115825148][bookmark: _Toc181513491][bookmark: _Toc407714444]Chapter 6—Evaluate Phase 
[bookmark: _Toc181513492][bookmark: _Toc407714445]6.1 Purpose
The Evaluate Phase has two distinct activities: (1) measuring the actual contributions of a new investment to improve the capability delivered by the portfolio and (2) focusing on analyzing and applying lessons learned for the next CPIC cycle. As noted in GAO’s Assessing Risks and Returns: A Guide for Evaluating Federal Agencies’ IT Investment Decision-Making, the Evaluate Phase “‘closes the loop’ on the IT investment management process by comparing actuals against estimates in order to assess performance and identify areas where decision-making can be improved.” As applicable, results from the Evaluate Phase may be fed back to the Select and Control Phases as lessons learned.
[bookmark: _Toc115825150][bookmark: _Toc181513493][bookmark: _Toc407714446]6.2 Scope

The Evaluate Phase includes conducting a post-implementation review (PIR) and documenting lessons learned for IT systems (see Appendix E). However, this process also can be applied to non-IT systems, such as business process modernization efforts.
[bookmark: _Toc181513494][bookmark: _Toc407714447][bookmark: _Toc115825151]6.3 Portfolio Management

In the Evaluate Phase, the process focuses on measuring and assessing the outcomes of investments (to determine whether the expected benefits were returned) and on the process itself to identify potential improvements for future implementations. The primary mechanisms for evaluation are PIRs and other operational assessments. Evaluation results feed back into the other phases of portfolio management to inform all investment decisions and plans for future system increments, help identify remaining gaps, and assist in deciding whether to continue to fund programs. Measuring outcomes and taking appropriate corrective action are fundamental in ensuring accountability for results. 
[bookmark: _Toc181513495][bookmark: _Toc407714448]6.4 Entry Criteria 

Typically, a PIR takes place 3 to 12 months after the system (or a significant new release or version) becomes operational. This time frame permits the project development team to move the system into its production environment and stabilize it and permits users to put the system into day-to-day usage. In the case of a terminated system, the PIR should take place as soon as possible after termination. The PIR should be modified, as needed, to accommodate the state of the project at termination.
[bookmark: _Toc115825152][bookmark: _Toc181513496][bookmark: _Toc407714449][bookmark: _Toc84217029]6.5 Process 
To identify PIR project candidates, GSA IT in collaboration with the PM and project sponsor, identifies investments and makes recommendations to the governance board for upcoming PIR dates. From the recommendation, the governance board finalizes the PIR schedule for candidate investments. GSA IT announces the beginning of a PIR exercise and notifies the PM, project sponsor, and evaluation team leader representative of upcoming events. PfM selects investments to participate in the PIR process on the basis of their importance to GSA’s mission, system maturity, high development cost, operating or maintenance cost, deployment or development of new technology, realization of benefits, and other factors.

The steps in the PIR are as follows:
1. Review mission needs and determine goals. The SSO identifies the proposed system implementation project, and determines the project goals and performance measures. GSA IT, the project sponsor, the project management support team, and the project development team must document the intended outcomes of the investment at the outset. Setting goals early in the CPIC process supports the PIR evaluation team’s ability to assess performance against mission needs and investment goals.
2. Collect and analyze data. This step is the most critical and is often the most time-consuming in the PIR process. It depends on the completion of the previous activities of identifying the baseline goals and gathering the actual investment results from the project management support and project development teams. The evaluation team compiles these results, records any variance between the planned and actual results, and considers the documented reasons that explain these differences. A variance in one goal may impact multiple areas. 
3. Provide major findings and issues. The SSO documents each of the assessment areas with a summary of findings that support the conclusion and recommendations of the PIR report provided by the evaluation team. 
4. Provide feedback and incorporate lessons learned. The results of the PIR help formulate recommendations and lessons learned for future investments. These findings may indicate an area of instability or one with potential for substantial improvement in future development efforts. Because the PIR report quantitatively provides data on whether goals were achieved and provides lessons learned, the agency can identify trends within and across projects. These lessons learned help identify planning and development process improvements that can be used for future projects.

Each step is built on the completion of the previous one. This method focuses on determining whether the system yielded the expected results in accordance with the initial goals, objectives, performance measures, and management and user requirements defined by project management during the Select and Control Phases of the CPIC process. 
[bookmark: _Toc115825155][bookmark: _Toc181513497][bookmark: _Toc407714450]6.6 Exit Criteria

To complete the PIR and exit the Evaluate Phase, the evaluation team delivers a preliminary results briefing package to the project management support team, the project sponsor, and PfM and schedules a presentation of the results. The briefing, which should also be open to governance board members, should be conducted about a week after the written briefing is distributed. The presentation provides an opportunity to review the PIR results and establishes a forum to discuss any issues identified during the presentation. GSA IT should present summary results of the PIR at the next scheduled governance board meeting.


[bookmark: _Toc181513498][bookmark: _Toc407714451]Chapter 7—GSA CPIC Integration with Other IT Investment Management Practices 
[bookmark: _Toc181513499][bookmark: _Toc407714452]7.1 Integration with IT Business and Transformation Processes
GSA has the following IT and business transformation methods and processes: CPIC, EA, EVM, and system development life cycle (SDLC). Understanding how these processes interact provides important insight regarding the touch points and opportunities for integrating CPIC processes within GSA. GSA’s CPIC processes have varying degrees of integration with the IT business and transformation processes, as noted below. Each process is enabled by a governance structure, performance measures, and supporting tools. The intersection of these three dimensions highlight current or potential cross-process interfaces or integration points. 
[bookmark: _Toc407714453][bookmark: _Toc181513500]7.1.1 Enterprise Architecture  

The EITB sets a framework and method for modeling business processes, stakeholder groups, and the information flows between them, based on a service-oriented architecture (SOA) that leverages a model-driven architecture (MDA) approach. The EITB directs GSA IT EA program efforts to meet the run, grow, and transform needs of a constantly changing agency. It oversees all EA activities in GSA IT’s enterprise as a formal program and defines EA performance measures, quality assurance criteria, risk mitigation measures, and configuration management requirements. Management controls and performance measures are established in each SSO, and region to ensure effective development and implementation of the EA program for GSA IT.
GSA has created a single enterprise architecture. The CIO oversees EA development and ensures EA consistently integrates with the GSA strategic plan, IT strategic plan, security program, CPIC, and annual performance planning process. This architecture reflects GSA’s role in OMB’s Federal Transition Framework.
[bookmark: _Toc181513501][bookmark: _Toc407714454]7.1.2 Earned Value Management 
 
EVM is a project (i.e., IT investment) management tool that effectively integrates the investment scope of work with schedule and cost elements for optimum investment planning and control. GSA PMs self-report earned value data, including cost and schedule variances, using analytical data provided through a varying array of tools. 
During the EVM process, the PM closely monitors IT projects to ensure they are operating within the cost, schedule, and performance tolerances. The objective of EVM is to fully integrate the contractor’s project performance measurement data into GSA analysis and reporting activities and help determine whether to continue, modify, or terminate projects. The monthly control review process leverages data provided as part of the EVM reporting to indicate the health and value of a major IT investment’s cost and schedule.
[bookmark: _Toc407714455][bookmark: _Toc181513502]7.1.3 Systems Development Life Cycle 

The SDLC focuses on the complete life cycle of system management, including IT planning, acquisition, and resource management. The SDLC identifies the appropriate activities and deliverables for each development phase. Movement from one SDLC phase to the next is an appropriate milestone for measuring the success of planned progress. GSA’s SDLC process is coordinated through the CIO’s Capital Planning Division.
During the SDLC process, project and system managers develop a high-level work breakdown structure with cost estimates and performance measures. System performance measures are defined in terms such as accuracy, timing, or flexibility. As the system is completed, measured results are compared with the estimated performance levels to determine the success of the system development effort. The business case, which contains the performance information, identifies the scope or capability of a system and should contain the high-level requirements, benefits, business assumptions, and program costs and schedules. It records management decisions on the envisioned system early in its development and provides guidance on its achievement. Performance measures are collected during the SDLC and CPIC processes. 
[bookmark: _Toc181513504][bookmark: _Toc407714456]7.2 Alignment with Security and Privacy

FISMA requires agencies to integrate IT security into their capital planning and EA processes at the agency level, conduct annual IT security reviews of all programs and systems, and report the results of those reviews to OMB. Security and privacy issues must be addressed when information systems are being developed or modified. Security activities need to be an integral part of the investment and must be cost-effective and risk based. Privacy protections must also be integrated into the development life cycle of all information systems. 

For IT investments under development, security planning must proceed in parallel with the development of the system to ensure that IT security requirements and costs for the life cycle of the investment are identified and validated. All IT investments must have up-to-date security plans and be fully certified with an assessment and accreditation every 3 years once becoming operational. Anything short of a full certification and accreditation indicates that identified IT security weaknesses remain. These must be remediated to ensure funding for the investment. 





[bookmark: _Ref87409066][bookmark: _Ref87409091][bookmark: _Toc115825157][bookmark: _Toc181513505][bookmark: _Toc404760000][bookmark: _Toc407714457]Appendix A—Federal Legislation, Requirements, and Guidance for IT Investment Management

GSA’s CPIC process complies with IT management legislation and regulatory guidance, including the following:

Clinger-Cohen Act (CCA) of 1996. The CCA—formerly known as the Information Technology Management Reform Act, or ITMRA—requires each agency to undertake CPIC by establishing a process for maximizing the value and assessing and managing the risks of IT acquisitions of the executive agency.

Chief Financial Officers Act (CFOA) of 1990. CFOA establishes the foundation for effective financial management, including requiring agencies to develop and effectively operate and maintain financial management systems. CFOA focuses on the need to significantly improve the financial management and reporting practices of the federal government. Having accurate financial data is critical to understanding the costs and assessing the returns on IT investments. Under CFOA, CFOs are responsible for developing and maintaining integrated accounting and financial management systems that include systematic measurement information on agency performance. 

Government Performance and Results Modernization Act of 2010. This legislation updates the Government Performance and Results (GPRA) act of 1993. It creates a more results oriented performance framework that better facilitates decision making. The act includes a modernized performance management framework and governance structure, revised agency strategic planning requirements, revised agency performance reporting requirements, federal priority goals and agency-level priority goals with quarterly reviews and reporting, and codification of the existing governance framework.

Federal Acquisition Streamlining Act (FASA) of 1994. FASA requires agencies to define the cost, schedule, and performance goals for major acquisition programs and to monitor and report annually on the degree to which those goals are being met. Agencies must assess whether acquisition programs are achieving 90 percent of their cost, schedule and performance goals. 

Paperwork Reduction Act (PRA) of 1995. PRA minimizes the paperwork burden from collection of information by or for the federal government; coordinates, integrates, and makes uniform federal information resources management policies and practices; improves the quality and use of federal information to minimize the cost to the government of its creation, collection, maintenance, use, dissemination, and disposition; and ensures that IT is acquired, used, and managed to improve efficiency and effectiveness of agency missions.

Government Paperwork Elimination Act (GPEA) of 1998. GPEA requires federal agencies to allow individuals or entities that deal with the agencies the option to submit information or transact with the agency electronically, when practicable, and to maintain records electronically, when practicable. The act states that electronic records and their related electronic signatures are not to be denied legal effect, validity, or enforceability because they are in electronic form, and encourages the Federal government to use electronic signatures.

Federal Information Security Management Act (FISMA). FISMA requires federal agencies to implement processes and system controls to ensure the confidentiality, integrity, and availability of system-related information. The processes and system controls must adhere to Federal Information Processing Standards, National Institute of Standards and Technology standards, and other federal information system legislative requirements. 

E-Government Act of 2002. The legislation was enacted to “enhance the management and promotion of electronic Government services and processes by establishing a Federal Chief Information Officer within the Office of Management and Budget, and by establishing a broad framework of measures that require using Internet-based information technology to enhance citizen access to Government information and services, and for other purposes.”

OMB Circular A-11, Part 2: Preparation and Submission of Strategic Plans. A-11, Part 2 provides guidance for preparing and submitting overall agency strategic and performance plans required by GPRA.

OMB Circular A-11, Part 3: Planning, Budgeting, and Acquisition of Fixed Assets. A-11, Part 3 provides guidance on the planning, budgeting, and acquisition of fixed assets, which include IT capital assets. It requires agencies to provide information on these assets in budget submissions and provides guidance for planning. It also provides guidance for coordinating collection of agency information for OMB reports to Congress for FASA and the CCA. Under FASA, OMB is required to report on the cost, schedule, and performance goals for asset acquisitions and how well agencies are meeting their goals. CCA requires that OMB report on program performance in information systems and how benefits relate to accomplishing the goals of the agency. 

OMB Circular A-130: Management of Federal Information Resources. A-130 provides information resource management policies on federal information management/information technology (IM/IT) resources required by PRA (as amended). 

Executive Order 13011, Federal Information Technology. The executive order highlights the need for agencies to significantly improve the management of their information systems, including the acquisition of IT. Agencies are to refocus their IT management to directly support their strategic missions, implement an investment review process that drives budget formulation and execution for information systems, and rethink and restructure the way they perform their functions before investing in IT to support that work. Agency heads are to strengthen the quality and decisions of employing information resources to meet mission needs through integrated analysis, planning, budgeting, and evaluation processes.
GSA IT CPIC Order: CIO 2135.2B GSA Information Technology (IT) Capital Planning and Investment Control. The order establishes roles and responsibilities for GSA’s IT CPIC for the continuous selection, control, and evaluation of IT investments over their life cycles and focuses on achieving desired outcomes in support of GSA’s missions, goals, and objectives. This order is consistent with CCA and OMB guidance.
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[bookmark: _Toc407714458][bookmark: _Ref83440170][bookmark: _Ref83440229][bookmark: _Ref85437267][bookmark: _Toc115825160][bookmark: _Toc181513509][bookmark: _Toc404760001]Appendix B—Federal Acquisition Certification for Program and Project Managers

The FAC-P/PM establishes training, experience, and development requirements for program and project managers (P/PMs) in civilian agencies based on core competencies needed to manage programs successfully. This certification program promotes continued development of essential knowledge, skills, and abilities for P/PMs to keep skills current and establishes experience requirements. 
FAC-P/PM contains three levels of certification: entry-level (level 1), mid-level (level 2), and senior-level (level 3). FAC-P/PM has knowledge, skills, and experience requirements at each of the levels, presented in the figure below. GSA IT P/PMs must be federal employees and be FAC P/PM senior-level (level 3) certified to lead or manage major IT investments.
[image: ]
 (OMB Memo, Revisions to the Federal Acquisition Certification for Program and Project Managers, 12/16/13)

To maintain a FAC-P/PM, certified professionals are required to earn 80 continuous learning points (CLPs) of skills currency every 2 years. The 2-year anniversary is set by the date the individual is certified. The Federal Acquisition Institute (FAI) maintains further information on CLPs at www.fai.gov. Individuals and their supervisors are responsible for maintaining continuous learning records through the FAI Training Application System, which is available on FAI’s website. 
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[bookmark: _Toc407714459]Appendix C—Zero-Based Budgeting

GSA IT uses a zero-based budgeting (ZBB) approach for funding IT requirements that requires budget owners to review needs annually rather than assuming they continue for multiple years. The process ensures IT leadership reviews each request and gives priority to those that support agency and IT strategic and mission requirements. GSA IT includes three types of IT funding—Acquisition Services Funds, Federal Buildings Fund, and Working Capital Funds—in budget activities to ensure management has a full view of available resources. Internal to GSA IT, the ZBB approach supports coordination with the capital planning, governance, and EA teams to conform to IT spending guidance. For example, GSA IT has goals for cost reductions as well as the percent spent on innovative IT projects. External to GSA IT, the CIO and the Governance and Planning organization coordinate with agency governance boards and the OCFO to develop budget principles to guide the GSA IT budget formulation process. 

During the first quarter of the fiscal year, GSA IT organizations review IT requirements for the next 2 years (the execution year plus one and execution year plus two) and request governance board approvals as needed. The budget owner and investment owners work in coordination to enter their requests in a ZBB Microsoft Excel template in the second quarter of the fiscal year. The GSA IT budget team then combines all requests into a consolidated GSA IT data set for review and approval by appropriate governance boards and IT leadership. The GSA IT budget team submits the approved budget request to the OCFO during the third quarter through the agency-level Financial Planning Application (FPA). The OCFO uses FPA data to gain Administrator approval for the 2-year budget request. The internally approved budget is then sent to OMB with a supporting narrative for further approval.

The capital planning team must submit the IT portion of the GSA budget to OMB through major IT business cases and the agency IT portfolio summary. To support this requirement, the GSA IT budget team provides the approved budget data to PfM during the fourth quarter of the fiscal year. The budget team and PfM collaborate with investment and budget owners to map each ZBB request, other than personnel related data, to at least one of the GSA IT investments. For personnel funding, PfM coordinates with investment owners to allocate the funding to specific investments based on the number of full-time equivalents working on each investment. 

ZBB data do not include business side funding for IT projects; instead, budget requests and associated details are provided by the appropriate investment owner. Therefore, the capital planning process must add GSA IT funding to business IT funding to calculate total agency IT funding. For example, approximately 20 percent of FY16 IT funding was funded by GSA business investment owners. 

As funds are executed during a fiscal year, budgets may change due to requirements changes or if actual costs differ from original estimates. The budget team provides execution data changes to the governance and capital planning teams. These changes may or may not result in the need for a budget change request to OMB. Current coding in the GSA financial system, Pegasys, does not provide automated support for execution analysis by investment, but future process changes may provide additional execution analysis data for use by PfM.
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[bookmark: _Toc407714460]Appendix D—Cloud Solution Selection Criteria

GSA IT evaluates legacy systems and applications, or proposed new systems and applications, for suitability of migration to, or selection of, a cloud-based solution such as software as a service (SaaS) or platform as a service (PaaS). A system or application is deemed a candidate for a cloud-based solution if it meets three core criteria:
· Creating business value. Improves time to market, provides a reasonable ROI, fulfills critical business needs, and offers cost savings. 
· Minimizing risk. Ensures risks posed by various factors are within acceptable limits. 
· Offering a good technology fit. Core components and functionality are supported in current cloud-based offerings and migration is not overly complex and allows for minimal service disruption.

Evaluation Criteria 
This is an initial quantitative score, as defined by the project/investment owner and the GSA IT Platform Strategy and Development group. Legacy investments are assessed annually and new investments during the project planning stage of the life cycle and annually thereafter. Of a possible score of 60, based on the rating criteria, those that score 45 or better are considered candidates and further evaluated by our Enterprise Architecture and Planning group to determine suitability for cloud conversion. From that secondary assessment, which evaluates migration cost and ROI, results will be shared through governance to assess the business value and prioritize the investment against other IT needs (within the allocated budget).

For Business Value: Rate each criterion on a scale of 1 to 5, where 1 equals not desirable and 5 equals very desirable.

	Qualification
	Criteria
	Subcriteria
	Rating
	Comment

	Business Value
	Time to market
	· Reduces time to deliver solutions and services
	
	

	
	Cost of migration
	· Within tolerance, has a realistic ROI timeline 
	
	

	
	Business criticality
	· Provides competitive solutions or services
· Mandate
· Good for government
· Good for citizens
· Good for GSA
	
	

	
	Cost savings
	· Operational expense savings 
· Hardware maintenance cost
· Software maintenance cost
· Licensing
· Power cost
· Administrative cost
· Procurement cost
	
	





For Risk and Technology Fit: Rate each criterion on a scale of 1 to 5, where 1 equals not acceptable and 5 equals acceptable

	Qualification
	Criteria
	Subcriteria
	Rating
	Comment

	Risk
	Lack of maturity
	· Utilizes standards 
· Availability of documentation or artifacts 
· Market availability (application functionality is supported in current cloud offerings)
	
	

	
	Loss of control
	· Fulfills GSA IT policies 
· Governance 
· Regulatory compliance (with existing federal computing regulations)
	
	

	
	Security
	· Data isolation
· Data protection
· Access control
· Audit
	
	

	Technology 
Fit
	Ease of integration
	· Number of external hardware interfaces
· Number of logical interfaces
· Known, defined integration points
	
	

	
	Ease of migration
	· Not proprietary code
· Clearly defined, reasonably uncomplicated functionality
· Application size
· Database size
	
	

	
	Technology stack
	· Runtime
· Operating system
· Database
	
	

	
	Application design
	· Human interface
· Uses virtualization
	
	




Guidelines for Cloud Solution Selection Respondents
This section helps frame the questions that will drive the rating process.

For Business Value, consider the value to your organization of these characteristics of a cloud-based solution. In this view, ask the question as follows: 
· Is the opportunity to reduce the time to market desirable to your organization? Are costs savings desirable? 

For Risk, the question becomes what an acceptable level of risk is given these characteristics. For example,
· Is this a mature system implementation? Does it follow coding and configuration standards? Is it well documented? Is this platform, software, or functionality supported in the cloud?” 
· Is it acceptable to give up some measure of control in the areas of policy, governance, or compliance?

For Technology Fit, address the question of risk by determining whether or not a system or application is a good fit for a cloud-based solution. The questions become one of comparison: 
· Ease of integration. Does it have many hardware or software interfaces? Are they well defined and mapped? A more complex item poses more risk in moving to a cloud solution. Is that risk acceptable?
· Ease of migration. Does the system or application use commonly available coding standards and techniques (or is it highly customized)? Highly customized systems are not good candidates because of the risks and costs associated with operation and maintenance. Is it a very complicated and very large system or application? This is another look at complexity and the inherent risks.
· Technology stack. Are availability, volume, or transaction speed a concern? Is the risk of different (lower) service levels acceptable?
· Application design. How do users interact with this system or application? Does it reside in a virtual server environment? Again, looking at complexity and the associated risks.
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[bookmark: _Toc407714461]Appendix E—Post Implementation Review Evaluation Criteria

	

Post Implementation Review (PIR) EVALUATION SHEET

	General information

	Title:

	Description:

	PIR Conducted By:

	Date of PIR:

	
Evaluation Area:  Business Case & Vision Planning

	Item
	Incomplete
	Draft Version Completed Date
	Final Version Completed Date

	Business Case
	
	
	

	Comments:


	Project Plan
	
	
	

	Comments:


	Evaluation Area:  Functional Requirements Versus Implementation

	Item
	Incomplete
	Draft Version Completed Date
	Final Version Completed Date

	Requirements Traceability Matrix
	
	
	

	Comments:


	Evaluation Area:  Product Performance Metrics

	Parameter
	Baseline Goal
	Actual Performance
	Variance

	Capacity
	
	
	

	Source of Information
	
	
	

	Comments:


	Speed
	
	
	

	Source of Information
	
	
	

	Comments:


	Evaluation Area:  Data Framework

	Parameter
	Baseline Goal
	Actual Performance
	Variance

	Data Access Methods
	
	
	

	Source of Information
	
	
	

	Comments:


	Data Standards
	
	
	

	Source of Information
	
	
	

	Comments:


	Data Quality
	
	
	

	Source of Information
	
	
	

	Comments:


	Data Ownership
	
	
	

	Source of Information
	
	
	

	Comments:


	Evaluation Area:  Capacity Analysis

	Parameter
	Baseline Goal
	Actual Performance
	Variance

	Environment Capacity
	
	
	

	Source of Information
	
	
	

	Comments:


	Environment Speed
	
	
	

	Source of Information
	
	
	

	Comments:


	Evaluation Area:  Data Architecture Analysis

	Parameter
	Baseline Goal
	Actual Performance
	Variance

	Organization and Management
	
	
	

	Source of Information
	
	
	

	Comments:


	Data Integrity and Security
	
	
	

	Source of Information
	
	
	

	Comments:


	Evaluation Area:  Security Analysis

	Component
	Insufficient Documentation
	Draft Version Completed Date
	Final Version Completed Date

	Security Plan
	
	
	

	Comments:


	Contingency Plan
	
	
	

	Comments:


	Disaster Recovery Plan
	
	
	

	Comments:


	Evaluation Area:  Risks & Risk Mitigation

	Component
	Insufficient Documentation
	Draft Version Completed Date
	Final Version Completed Date

	Risk Management Plan
	
	
	

	Comments:


	Evaluation Area:  Technical Architecture

	Item
	Incomplete
	Draft Version Completed Date
	Final Version Completed Date




	Technical Architecture
	
	
	

	Comments:


	Evaluation Area:  Cost

	Deliverable Number
	Baseline Cost
	Actual Cost
	Variance

	{Cost Item 1}
	
	
	

	Source of Information
	
	
	

	Item Description:


	Responsible Party:

	Comments:


	{Cost Item 2}
	
	
	

	Source of Information
	
	
	

	Item Description:


	Responsible Party:

	Comments:


	Evaluation Area:  Schedule

	Milestone/ Deliverable
	Baseline Date
	Actual Date
	Variance

	Requirements 
	
	
	

	Source of Information
	
	
	

	Comments:


	Preliminary Design
	
	
	

	Source of Information
	
	
	

	Comments:


	Detailed Design
	
	
	

	Source of Information
	
	
	

	Comments:


	Development
	
	
	

	Source of Information
	
	
	

	Comments:


	Testing
Type:
	
	
	

	Source of Information
	
	
	

	Comments:


	Deployment
	
	
	

	Source of Information
	
	
	

	Comments:


	Evaluation Area:  Customer and User Satisfaction

	Customer Survey 

	Survey Group:


	Source of Information:

	Results
Number of replies:
Percentage of positive replies:
Percentage of negative replies:
Summary of suggestions for improvement:


	Comments:


	User Survey

	Survey Group:


	Source of Information:

	Results
Number of replies:
Percentage of positive replies:
Percentage of negative replies:

Summary of suggestions for improvement:


	Comments:


	Evaluation Area:  Process Improvement & Innovation

	What innovations were used in the implementation?

What were the results of the innovations?

Source of Information:

	Comments:



	Evaluation Area:  Project Lessons Learned

	Number: 1
Type:
Applicability:      Group        Office-wide        Future releases of current project only
Description:


	Number: 2
Type:
Applicability:      Group        Office-wide        Future releases of current project only
Description:
 

	Stakeholder Assessment

	Department Strategic Goals

	What strategic goals outlined by management were not accomplished?

Source of Information:

	What was the system’s impact on the Agency’s mission?

Source of Information:

	Recommendations 

	Comments:
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levels are detailed in Attachment 3. The FAC-P/PM Competency Model with descriptions of
each certification level, a list of the competencies, and performance outcomes for each
competency at each level is available at www.fai.gov. Achieving each certification level in
progression from entry- through senior-level is not required; however, P/PMs may only be
certified at a certain level after they achieve all competencies for that certification level. In
addition, lower level competencies needed to perform at the level being certified must be
demonstrated to the satisfaction of the certifying agency. Templates to assist agencies in
validating the certification requirements are available at www.fai.gov.

FAC-P/PM certification requirements are detailed in the following chart:
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* A detailed description of the competencies is available at www. fi.gov.
*#* Experience requirements from one level may be applied to the experience requirements of a higher level.

b. Transition of Current P/PMs. Absent agency action, current P/PMs shall be grandfathered
in on the effective date at their current level of certification, as long as the P/PM'’s continuous
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